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Killer Proposal Development Tip #1

• For Non-Technical Business Owners, Focus on Business 
Outcomes, Not Technical Outcomes

• Reflect Strategic Value of your Solutions, not Technical 
Features

• Illustrate the ROI and VOI of Meeting or Achieving Overall 
Business Security Objectives

• Transform Security Aware Prospects into Security Strategic 
Clients



Killer Proposal Development Tip #2

● Always Place a Copyright and Confidentiality Statement in the 
Footer of each page of  your Sales Proposals

“This proposal is confidential, and intended only for Erick 
Simpson, Founder and Chief Strategist of ErickSimpson.com. Its 
purpose is to create a strategic business relationship between 
ErickSimpson.com and Cyber 1 for the Cybersecurity services 
described herein. It may not be distributed or shared with 
anyone else outside of ErickSimpson.com without Cyber 1’s 
express written permission.”



Killer Proposal Development Tip #3

Always Include These 10 Key Components!

1. Situation Appraisal - Short description of the prospect’s negative situation 
and why there is urgency for them to address it

2. Engagement Objectives - A business security outcome or result that is to 
be achieved for the prospect

3. Strategy/Methodology - Brief overview of how you will achieve the 
Engagement Objectives

4. Performance Measurement - How positive outcomes will be evaluated

5. Value - The Value on Investment (VOI) and Return on Investment (ROI) for 
the prospect once the Objectives have been achieved

6. Options - Always provide 3 Options to change the buying decision from 
“Should I Engage?” to “How Should I Engage?”

Always Include These 10 Key Components!



Killer Proposal Development Tip #3 Cont.

Always Include These 10 Key Components! (continued)

7. Timeline or Schedule - The estimated engagement start and 
duration dates, and if phased, individual forecasted phase start, 
duration and end dates

8. Accountabilities - The Assigned Responsibilities between the 
Cybersecurity Provider as well as the Prospect

9. Fees, Payment Terms & Conditions - First Time Fees are Disclosed

> Investment for Option 1: $2,400/mo.

> Investment for Option 2: $3,200/mo.

> Investment for Option 3: $4,400/mo.

> 50% on Acceptance, 50% Net 30

> 5%-10% Discount for Payment In Full on Acceptance***

10.  Acceptance - “Your signature below indicates your acceptance of 
this proposal and your agreement with all provisions and terms 
specified herein. 
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Proposal, MSA and SOW
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Master 
Services 
Agreement 
(MSA)
Its Terms Govern Future Engagements 

Between You and Your Clients
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Your MSA
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Statement 
of Work
(SOW)
The Legal, Binding Service Contract 

Between You and Your Clients
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The Power of 
the SOW

The SOW is a binding contract

Protects both you and your client

Documents each of your roles and responsibilities

Contains your SLA and escalation process

Spells out terms and cause for termination

Includes what is covered and what is not

Limits your liability

Reflects your rates

Has value
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Core components of the SOW

Term of Agreement
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Termination Clause

Core components of the SOW
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Fee Schedule

Core components of the SOW
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Deliverables

Core components of the SOW
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Suitability of 
existing environment

Core components of the SOW
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Excluded services

Core components of the SOW
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Assignment

Core components of the SOW
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Acceptance

Core components of the SOW
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Additional components of the SOW

SLA

Additional components of the SOW
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Additional 
components of 
the SOW
Covered Equipment 
& Users
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Questions? Get Ready for the Quiz!

bit.ly/mastered-quiz5


